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épjm Cyber Resilience Objective
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= % Applying Resilience to Cyber
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Real-Time Network Resilience
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Move to virtual
backup site (vBUCC)

AGC always 0

available Minutes

» Start-up Network
Applications (TNA) | ~5

from recent Minutes
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« Move Data links ~15
to vBUCC Minutes

System Recovery Precedence
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